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BACKGROUND

Mobile payments and card payments are two
common methods of conducting financial
transactions, each with its own set of risks.

While both mobile payments and card payments
have their own risks, the key is to take precautions
and stay informed about security best practices to
protect againstfraud and unauthorized transactions.
The differences between two methods of payment
will be discussed, their risks and mitigation controls
will be discussed too.

OBJECTIVES

Learn about the nature and risks of mobile
payment compared to card payment.

Discuss the mechanisms to be provided and
best practices to reduce the risk of mobile
payment.

What banks, regulators and other stakeholders
should do in terms of their roles and
responsibilities.

TARGETED AUDIENCE

Any bank employee in the senior-level or anywhere
else, any employee of IT, risk management,
e-channels, digital innovation, operations, banking
& customer services, compliance, and audit sectors

CONTENT

Discuss the nature and the mechanism of
mobile payment

Analyze the risks of mobile payment

Compare the conveniences and risks between
mobile payment vs. card payment

Discuss the controls that can be activated to
mitigate the risks of mobile payment

Discuss practical study cases
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AGENDA

DAY 1

The nature of mobile payment

* Learn the nature of mobile payment.

* Learn the contents of mobile device.

* Learn the nature of mobile payment application.
+ Case studies

DAY 2

Roles & Responsibilities and risk identification

*  Whom are the different stakeholder and service
provider that engage in mobile payment

+ What are the differences between paying with
cards vs paying with mobile application

» Practical exercises

+ Case studies related to risk identification.

DAY 3

Risks of mobile vs card payment and the

mitigation methods

» How risks could be mitigated throughout the
mobile payment

* What are the opportunities in using mobile for
payment and other services provided.

» What are the roles and responsibilities that
should be played by different stakeholders.

* Practice risk management exercises and

discussions.
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SPEAKER

MR. NADER QAHOUSH
CISA, CISM, CGEIT, CRISC, CDPO

Risk management and information security
consultant for a number of local and regional
banking board of directors’ institutions.

CEO of Chapters Consulting & Training
Corporation based in Jordan.

Banking executive for the central banking and
risk management sector with a number of
institutions implementing U.S. aid programs.
Worked at the Central Bank of Jordan for 25
years until 1 January 2020, and during the last
decade has served as Head of Examiners of
banking supervision department for IT Risk and
Governance.

CEO since 2008 for an international project
group in the development of the control
environment and legislation governing the
banking sector in cooperation with many
central banks in Sudan, Yemen, Libya, Bahrain,
Kuwait, the United Kingdom and Russia.

Holds a Master's degree in Economics from the
University of Jordan in 1998.

Holds a Bachelor's degree in Economics,
Banking & Finance from Yarmouk University in
1995, with a first honors degree.

Holds a Platinum Fellowship & several
international professional certificates

in governance, IT audit, risk management &
project management (CISA, CISM, CGEIT,
CRISC) from the Information Systems Audit
& Control Association (ISACA) in the United
States of America.
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MEANS OF PAYMENT

Arab Bank — Amman — Jordan
Shmeisani Branch
Account no : 0118/010272-510
Iban no: JO76 ARAB 1180 0000 0011 8010 2725 10
Swift code : ARABJOAX118
Beneficiary name : Union of Arab Banks

For more information and registration kindly send an email to
training @uabonline.org

www.uabonline.org




